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SESSION 1 

Why

SESSION 2 SESSION 3

What How
we should 
be paying 
attention

we are up 
against

we will 
better 

protect our 
children



Comparisons

Less open system
Strict app submission

Parental settings  
ON the device

More open system
Less strict app submission

Parental settings  
in other apps

Android-based
Limited App Store



Make sure your child hasn’t  
purchased another device! 

Make sure your child knows not to sign into  
someone else’s iCloud or Google Play account.

Make sure you have parental 
controls or restrictions set on 

whatever device your child uses.



WALL 1

Filters or software 
on your physical 

wi-fi device

WALL 2

Built-in Parental 
Controls and/or 

Third-party app(s) 
on the device

WALL 3

App-by-App 
Audits

 ScreenTime
Family Link

Multiple Walls of Control and Security



•A firewall for your home wi-fi and personal firewall 
on each device (at home or not) 

•Protects all incoming/outgoing traffic 
•Free tiers, $20/yr for history and White List mode

opendns.com/home-internet-security

WALL 1: FILTERS



•Home wi-fi device that replaces your router and 
expands your network (faster speeds too! 

•Pause internet access for any device on the network, 
also schedule access 

•See every device and usage on your network 
•1 router (covers up to 1500 sq ft) = $99

eero.com

Others:

WALL 1: FILTERS

Try to stay away from Google 
and other “Big Data” 
companies who make 
wireless routers



Start with

WALL 2: APPS

Google Play Family Link 
for Android devices

Screen Time 
for Apple devices



Screen Time



Tired of ads and terrible games? Try



1. Go through Settings > Screen Time 

2. Set a ScreenTime passcode independent from the device’s own passcode 

3. Add your own fingerprint/passcode (under Settings > Touch ID 

4. Audit privacy settings (Settings > Privacy) 

5. Audit Game Center (Settings > Game Center) 

6. Audit Social Media accounts and their access 

7. Audit all apps and their access  

8. Set up Family Sharing

iOS iPads, iPhones, iPod Touches iOS 12
and later



Family Sharing on iOS



Family Sharing on iOS



apple.com/icloud/find-my-iphone

Know where they 
are at all times!

Find My iPhone









• “Find My iPhone on steroids” 
• Detailed location tracking for your child 
• Plus: location history with crime alerts 
• Driver monitoring with roadside assistance 
• Free 7-day trial of Plus

life360.com

WALL 2: APPS

Life360



•Monitor your child’s phone 
•Schedule screen time and actively block 
•Location history 
•Text message monitoring

ourpact.com

WALL 2: APPS

OurPact





• Content for specific age ranges up to 12 
• Manage content and set time limits 
• Detailed reports

amazon.com/kids+

WALL 2: APPS





1.  Head to netflix.com/account on a computer or iPad 
2. Click on the profile you like to look at 
3. Scroll down to the profile in question 
4. Set ratings for your kids (may need adjusting) 
5. Change settings (Netflix Kids, Profile Lock, etc.) 
6. Restrict any titles you don’t want kids watching

http://netflix.com














???



BEWARE!



Contact the carrier if you need to:  

• Block a number from calling 
• Block a number from texting 
• Shut off texting 
• Shut off or limit data 
• Shut off/deactivate Personal Hotspot 


